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As Implicacoes da Industria 4.0 para a
Profissao de Auditor

Por Lindiwe Nika Zimba*

O cenario actual, social e econémico, tem-se mostrado cada vez mais dependente das
tecnologias da informagéao, ndo sé pelas varias facilidades que fornecem, mas também



pela dinamizagao de processos, como a redugao da intervengdo humana nesses
processos. No entanto, embora estas tecnologias impliquem elevados custos de
implementagao e manutencéo, reduzem o risco de erro humano, bem como a
manipulacao fraudulenta de dados, que pode ser mais dispendiosa para as empresas
do que estas tecnologias, porque a magnitude do erro ou da fraude nao pode ser
imediatamente medida de forma exata.

A tecnologia influenciou profundamente a evolugao da profissao de auditoria. As
tecnologias desenvolvidas com a Industria 4.0 (14.0), como blockchain, big

data, Internet of Services (l10S), entre outras, vao mudar drasticamente o actual modelo
de negocio e a sociedade em geral, pelo que as empresas devem adaptar-se a esta
rapida mudanga no ambiente actual.

Assim, e com base nestes pressupostos, foi realizado um estudo num contexto de
trabalho real - trabalho de campo na RSM Mogambique - com o objectivo de analisar o
impacto das novas tecnologias da | 4.0 na profissdo de Auditoria.

“O desenvolvimento tecnoldgico resultante da 14.0 esta também a afectar a
profissao de auditoria. Se, por um lado, as novas componentes tecnoldgicas da
14.0 demonstrarem como a sua implementagao pode facilitar o trabalho do auditor
e melhorar o processo de tomada de decisao na gestao empresarial, por outro,
exigem novas competéncias e conhecimentos para o exercicio profissional”.

A 14.0 é definida como o desenvolvimento tecnoldgico de sistemas incorporados a
sistemas ciber-fisicos inteligentes que ocorreram na industria (Hamid et al., 2022).
Combina a integracao de tecnologias digitais, como robética avangada, Inteligéncia
Artificial (IA), sensores, computagdo em nuvem, Internet das Coisas (loT), analise e
classificagao de big data, producao de aditivos e dispositivos méveis, entre outras
tecnologias digitais, numa cadeia de valor global que € interoperavel e partilhavel,
independentemente da localizagado geografica (Lin et al., 2018); Gallab et al., 2021).

E uma revolucdo que permite a aplicacdo de tecnologias avancadas na producédo de
topo para trazer novos valores e servigos aos clientes e a propria organizagao (Khan e
Turowski, 2016). Desta forma, isso aumentara a flexibilidade da cadeia de valor
existente, maximizando a transparéncia da logistica de entrada e saida, producao,
marketing e todas as outras areas de negocio na entidade, como a contabilidade,
juridica, recursos humanos, entre outras (Dai, 2017).

A aplicagao da tecnologia 14.0, para além das desvantagens, como os elevados custos
de implementacao e uma estrutura limitada e cultura corporativa, trouxe beneficios as
organizagcdes. Nomeadamente: melhora a qualidade do produto; melhora a tomada de
decisao; reduz os custos operacionais e aumenta a produtividade; poupa recursos



naturais; requer novas competéncias; reduz o numero de erros; e melhora a
personalizagao do produto (Gallab et al., 2021).

A transformacéao digital abriu novas oportunidades e a auditoria vai beneficiar da
tecnologia promovida pela 14.0, com destaque para a IoT, 10S, SCF e "Smart

Factorys" para obter informacgdes financeiras e operacionais, bem como outros dados
relacionados com auditorias de uma organizagao e partes relacionadas. Estas
ferramentas impulsionam uma analise de dados mais integrada, identificacao de
anomalias e extracao de outras informacgdes Uteis para fornecer eficiéncia e eficacia ao
trabalho do auditor (Dai & Vasarhelyi, 2016). A sua utilizagao fez com que o esforgo do
auditor reduzisse, desde a analise da informacgao até ao calculo. Estes autores
argumentam que a auditoria sera uma sobreposi¢céo dos processos de gestao de
negocios 14.0.

Por exemplo, dada a rapidez com que o trabalho de auditoria pode ser feito, um unico
auditor pode completar varias tarefas de auditoria num curto espacgo de tempo
(Nwachukwu et al., 2020). Como tal, ndo haveria necessidade de contratar novos. A
implicacao aqui € que a experiéncia pratica acabara por faltar em muitos novos
auditores. Assim, muitas empresas estdo em certa medida a mudar as politicas de
recrutamento, colocando uma maior énfase nas competéncias digitais sobre as
competéncias financeiras na contratacdo de novos trabalhadores. No entanto, a
escassez de competéncias necessarias significa que alguns departamentos de
auditoria s&o actualmente obrigados a subcontratar determinadas atividades
relacionadas com a digitalizacao. Estas barreiras ao uso destas ferramentas enfatizam
a necessidade de aquisigao de competéncias digitais para compreender como as novas
tecnologias funcionam e o seu potencial impacto nas fungdes de auditoria (Betti
&Sarens, 2021).

E visivel no trabalho de campo que poucas empresas sdo auditadas pela geracéo 4.0,
por uma variedade de razbes. Hoje em dia, os trabalhos de auditoria ndo podem
depender apenas do processo manual, mas sim de técnicas de auditoria com ajuda
informatica, que apoiam e facilitam o trabalho de auditoria e o auditor, tornando-o mais
eficaz e eficiente. No entanto, corroboramos com Asif et al. (2022) que em muitos
paises e empresas a aplicagao da 4.0 em auditoria esta na sua infancia, na geracao de
auditoria 2.0 e 3.0 (ver, Karapinar, 2021). Embora os mesmos autores acreditem que as
tecnologias subjacentes a 14.0 podem melhorar a autenticidade, a eficacia e a relagao
custo-beneficio da auditoria a longo prazo.

O trabalho de campo demonstrou que a 14.0 melhorara a qualidade da auditoria e abrira
um novo horizonte para as empresas de auditoria adaptarem os seus meétodos e
processos de trabalho e desenvolverem as suas ofertas de servigos, como constatou a
Elommal e a Manita (2022).



Mas se, por um lado, os avangos tecnoldgicos tiveram um grande impacto sobre os
sistemas de informacéo, provocando alteracdes nos processos operacionais e de
gestao das organizagdes, especialmente na forma como a informacéo financeira é
tratada, por outro lado, as novas tecnologias fornecidas pela 14.0 tornaram a profisséo
de auditoria mais dinamica, permitindo uma analise avangada e de maior escala da
informacao financeira, com o objectivo de identificar inconformidades em tempo real.
Situacdes que s6 foram vistas com a utilizagdo de amostras, onde a credibilidade dos
resultados podem ser relativamente baixos.

A tecnologia cobrira todo o trabalho realizado pelo auditor, mas nao sera suficiente. Ha
varios fatores no universo humano que nao podem ser matematicos. Ou seja, nao ha
como definir um modelo para elementos como as relagdes sociais, sentimentos e até
mesmo o proprio pensamento, que s&o cruciais para a profissdo de auditoria, como o
julgamento profissional e a sensibilidade para verificar alguma anomalia.

Com este trabalho foi também possivel compreender que a transformacéo digital e a
utilizagéo de novas tecnologias fornecidas pela 14.0, além de auxiliar a gestao, sao uteis
na definicdo dos controlos internos da entidade, na melhoria dos processos de tomada
de decisao de forma oportuna, na redugao da duragao dos procedimentos de auditoria
e, principalmente, na automatizagado de processos, nomeadamente em contextos de
trabalho remoto/teletrabalho nesta nova era. No entanto, o digital a transformacao e a
utilizagéo das novas tecnologias fornecidas pela 14.0, além de servirem de auxilio a
gestao e ao profissional de auditoria, ndo substituem o homem no seu social,
sentimental e pensar relagdes, que sdo aspetos cruciais para a profissao de Auditoria.

*Auditora | RSM Mozambique




O seu Guia Pessoal de Seguranca
Cibernética

Por Sonia Mahendra*

A tecnologia é parte do nosso dia-a-dia. De bancos digitais as compras online, quase
tudo esta ao nosso alcance. No entanto, a tecnologia muda tdo rapidamente que é
dificil acompanhar todas as novas tendéncias, atualizacdes e, acima de tudo, garantir
que as nossas informagdes pessoais sao seguras.

Existem formas para proteger melhor os seus dados. Trazemos-lhe uma lista com
medidas que o ajudardao a manter o seu equipamento, software e dados pessoais
seguros.

» Proteja o seu e-mail; Muitos fornecedores de e-mail atualmente oferecem varios
niveis de protegcédo as suas mensagens recebidas e de saida. Certifique-se de que
esta a utilizar um fornecedor de e-mail fiavel, que utiliza autenticacao segura
(https://) que impede que os seus dados pessoais sejam vazados através de spam,
falsificagéo ou phishing. Nao abra e-mails nem clique em links para sites
desconhecidos ou nédo confiaveis.

» Protecao contra virus; Visitamos muitos sites através dos nossos dispositivos
eletrénicos, tais como redes sociais, sites de noticias, compras online e muitos
outros. Sem uma proteg¢do adequada do virus, estamos em risco de roubo de
identidade, malware e potencial perda de dados ou mesmo mau funcionamento do
hardware. Certifique-se de que dispde de um antivirus ativo e de um software de

protecéo contra virus que funcione para proteger a si, e seus dados contra varias
ameacas cibernéticas;

Sabia que? Estudos mostram que a protecao ativa do virus pode reduzir as hipoteses
de ameacas cibernéticas em 80%.

» Senha Segura; Muitos de nés tendem a escolher senhas que séo faceis de
lembrar, como datas de nascimento, nomes de animais de estimagao ou nomes de



pessoas que estao proximas de nos. Infelizmente, também facilita o trabalho dos
hackers!

Certifique-se de ter senhas seguras com pelo menos 8 caracteres de comprimento,
com uma mistura de letras maiusculas, letras pequenas, numeros e simbolos.
Atualmente, existem também gestores de passwords que, automaticamente, criam
senhas seguras para si e oferecem-lhe a possibilidade de aceder as suas plataformas
através de uma unica interface encriptada. Uma boa regra € usar diferentes senhas em
varias plataformas.

Sabia que? Uma das palavras-passe mais usadas no mundo é "12345"?

o Wi-Fis publicos; Os hotspots Wi-Fi em restaurantes, centros comerciais, hotéis,
aeroportos e muitos locais publicos sdo muito comuns e convenientes, todavia,
muitas vezes nao sao seguros; Evite introduzir quaisquer dados pessoais, tais como
palavras-passe, cartdes de crédito ou dados financeiros ligados a um Wi-fi publico;
Certifique-se de que esta a iniciar sessao em websites totalmente encriptados
(https://), e lembre-se de sair das suas contas assim que terminar de o utilizar;

e Backup dos seus Dados; Embora as hipoteses de sofrer um ciberataque
reduzam seguindo as medidas que aprendeu neste artigo, nunca podera ser
suficientemente cauteloso! Certifique-se de fazer uma cépia de segurancga regular
dos seus dados. Existem varias opgdes no que diz respeito ao backup fisico
tradicional, num disco rigido externo ou dispositivo de armazenamento para opg¢oes
mais avangadas, como backups em nuvem que mantém os seus dados guardados e
protegidos a um prego acessivel;

"Faca a sua parte e seja Cyber Inteligente!"

*Fundadora da Skill Box Consultoria | Skill Box Team

Mercados Financeiros e Literacia

Por Banco BiG Mogambique*

A inflagcdo homdloga em Mogambique apresentou pelo terceiro més consecutivo uma
desaceleracao, tendo ascendido a 11,25% em Novembro. O sector de alimentacéo e
bebidas nao alcodlicas foi o de maior destaque, ao contribuir no total da variacéao



mensal com cerca de 0,54 pp positivos. A inflagdo mensal foi de 0,58%, com a inflagao
acumulada a aumentar de 8,80% em Outubro para 9,43% em Novembro. Segundo
dados do Instituto Nacional de Estatistica (INE), a Cidade da Beira liderou a tendéncia
de aumento do nivel geral de pregcos com uma inflagdo homoéloga de aproximadamente
14,10%, seguida das Cidades de Chimoio com 13,48%, de Quelimane com 13,28%, de
Nampula com 12,08%, da Provincia de Inhambane com 11,57%, das Cidades de Xai-
xai com 10,05%, de Tete com 10,02% e por ultimo a Cidade de Maputo com 8,63%.

Media 12

Data  Homologa Mensal Acumulada
Meses
nov/ 22 11.25% 967% 0.58% 9.43%
out/ 22 11.83% 964% 0.19% 8.80%
set/ 22 12.71% 923% 0.62% 8.59%
ago/ 22 12.96% 8.72% 0.59% 7.92%
jul/ 22 12.71% 8.15% 0.74% 7.29%
jun/ 22 11.49% 761% 0.74% 6.50%
mai/ 22 10.07% 7.19% 0.87% 2.72%
abr/ 22 8.36% 6.87% 1.36% 480%
mar/ 22 6.65% 6.72% 0.86% 3.40%
fev/ 22 6.62% 6.73% 0.50% 2.52%
jan/ 22 7.79% 6.68% 2.01% 2.01%

Fonte: Instituto Nacional de Estatistica de Mogambique

MERCADO DE CAPITAIS - PRIMARIO

O programa anual de emissao de Obrigagbes de Tesouro em moeda nacional terminou
em Dezembro e a Direcgdo Nacional do Tesouro arrecadou cerca de MZN 49,210
milhdes, 93% do montante previsto no Orgamento do Estado (OE-2022). Neste ano, o
Tesouro angariou a maioria do montante através da emissao de titulos obrigacionistas
com cupao fixo (81%) vs. titulos de cupao variavel (19%), ao contrario do que se tinha
observado nos ultimos anos.
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MERCADO DE CAPITAIS — SECUNDARIO

BVM - Accoes

No ano de 2022, as ac¢des cotadas na BVM com maior volume de transacgao
apresentaram desvalorizacdo em termos cumulativos, com a excepgao das acgoes
CDM que acumularam uma valorizagao de 16% (fechando o ano a cotar a MZN 58,01
/acgao). As acgdes da CMH continuaram a ser responsaveis pelo maior volume de
negociagao, tendo fechado o més de Dezembro com um volume acima de MZN 7,3
milhoes.

Segundo dados da BVM, as acgdes tiveram um volume anual de cerca de MZN 81
milhdées em mercado secundario, 111% acima do montante transacionado no ano
anterior (MZN 38 milhdes).

Volume mensal

(MZN) A Semanal A Mensal
CDM 58.01 326,302.20 -17.1% 16.0% 16.0%
HCB 2.35 224,204.00 17.5% 6.3% -21.7%
CMH 2,100.00 7,301,750.00 0.0% 0.0% -30.0%
EMOSE 17.00 12,200.00 13.3% 54.5% -15.0%

O quadro acima, apresenta as acgdes com maior volume de transagdes nos Ultimos seis (6) meses.

BVM - Obrigagoes

No mercado secundario de obrigagdes, foram transacionados cerca de MZN 15.500
milhdes em Obrigag¢des do Tesouro durante o ano, um montante +33% superior em



relacdo aos MZN 11.737 milhdes registados em 2021. Quanto as Obrigacdes
Corporativas, o volume transacionado em mercado secundario situou-se em MZN 81

milhdes, um montante -3,5x inferior ao transacionado no periodo anterior (MZN 282

milhdes).

Obrigagbes do Tesouro

Obrigactes Cupéio actual  Tipo de Cupéo Prox. Cupéo Maturidade Yield
OT Fornecedores 2019 7.56% Inflaglio + 0.5% 29-jan-23 29.jan-29 20.51%
OT 2020 53 17.06% BT's + 1.50% 11-mar-23 11-mar-23 17.45%
OT 2020 510 17.06% BT's + 1.50% 07-abr-23 07-out-24 18.55%
o7 2021 51 16.94% BT's + 1.50% 10-fev-23 10-fev-25 18.87%
OT 2021 52 16.75% BT's + 1.25% 24-fev-23 24-fev-26 19.85%
0T 2021 54 17.63% BT's + 1.00% 21-abr-23 21-abr-26 20.00%
OT 2021 58 16.31% BT's + 0.75% 22.-mar-23 22-50t-25 19.45%
OT 2021 510 14.50% Fixa 10-mai-23 10-nov-25 19.57%
OT 2022 51 14.50% BT's + 1.00% 09-few-23 09-fev-27 20.71%
OT 2022 53 15.25% BT's + 1.75% 09-mar-23 09-mar-30 20.39%
OT 2022 57 17.75% Fixa 10-few-23 10-ago-26 20.28%
OT 2022 59 17.75% Fixa 21-mar-23 21-set-26 20.39%
OT 2022 510 19.00% Fixa 23-mai-23 23-nov-26 20.52%
MOZAM (USD) 5.00% Fixa 15-mar-23 15-set-31 13.07%
Obrigacdes Corporativas
Obrigaces Cupdo actual Tipo de Cupdo Prox. Cupdo Maturidade Yield
Bayport 2019 51 20.00% Fixa 12-abr-23 12-abr-24 20.68%
Bayport 2019 52 19.00% Fixa 21-abr-23 21-out-24 21.03%
Bayport 2020 51 16.00% Fixa 27-mar-23 27-mar-25 21.31%
Bayport 2020 52 21.53% BT's + 6.00% 30-mar-23 30-mar-25 21.32%
Bayport 2021 51 22.15% BT's + 4.50% 21-mai-23 21-mai-26 22.06%
Bayport 2021 52 19.93% BT's + 4.50% 26-jan-23 26-jul-26 22.18%
Bayport 2021 53 19.93% BT's + 4.50% 27-jan-23 27-jul-25 21.53%
Bayport 2021 54 20.03% BT's + 4.50% 16-mar-23 16-set-26 22.27%
Visabeine 2020 23.00% FPC + 4.75% 23-mar-23 23-mar-26 -

Fonte: Bolsa de Valores de Mogambique, Banco BiG Mogambique, S.A.



Volume Transacionado Cumulativamente no Mercado Secundario

Em 2022, o mercado secundario continuou a apresentar um crescimento significativo
face aos anos anteriores. O volume transacionado cumulativamente foi de cerca de
MZN 15.720 milhées, 30% acima do transacionado no ano anterior.

*Banco de Investimento

Noticias

Arko Seguros Promove Seminario
Sobre o Futuro nos Produtos de
Seguros Com Foco Nas Criptomoedas

Fonte: Diario Econémico*




A Arko Companhia de Seguros realizou recentemente um seminario sobre o “Futuro
nos Produtos de Seguros”, com o objectivo de capacitar os parceiros e clientes em
matérias emergentes no mercado de seguros em conformidade com os novos
desenvolvimentos tecnoldgicos, nomeadamente a distribuicdo de criptomoedas pelo
papel que as mesmas tém estado a desempenhar nas transacg¢des globais da
sociedade.

O CEO da Arko Seguros, Miguel Navarro, afirmou que, num mundo contemporéneo, a
inovacéo e atencdo as novas tendéncias tecnologicas sao cruciais para manter a
relevancia e significancia num mercado altamente competitivo.

“‘Estamos certos que as seguradoras desempenham uma fungéo importante para
proteger os interesses do cliente. Este papel n&o se aparta dos investimentos correntes
que tém estado a dominar o mercado financeiro, concretamente as criptomoedas.
Assim, cientes da sua relevancia, nés acreditamos na tecnologia e envidamos esforgos
no sentido de estarmos atentos as novas tendéncias e novos produtos tecnolégicos”,
enfatizou Navarro.

Por serem totalmente digitais e por fazerem uso da criptografia para garantir a
realizagédo de transacc¢des, a seguradora considera que segurar criptomoedas acarreta
as suas proprias complexidades, facto que pode ser sanado caso os activos estejam
‘offline’ e o segurado disponha de uma eficiente gestdo de risco onde, através da
tecnologia ‘blockchain’ [processo de registo de transacg¢des e de controle de activos
numa rede de negocios] torna-se possivel fazer o registo das transacgdes e o
rastreamento de activos numa rede.

Arko Seguros Promove Seminario Sobre o Futuro nos Produtos de

Seguros Com Foco Nas Criptomoedas

A Arko Companhia de Seguros realizou recentemente um seminario sobre o "Futuro nos Produtos
de Seguros", com o objectivo de

*Portal de informagao Econdmica, Financeira e de Negdcios
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Governo vai contratar seguradora de

riscos contra eventos extremos

Source: e-global

O Governo mogambicano decidiu que vai contratar uma seguradora de riscos
paramétricos contra ciclones e precipitagdo. Desta forma espera que haja uma melhor
resposta aos eventos extremos que afetam ciclicamente o pais.

Trata-se de uma contratagao inserida no ambito do programa de gestado de risco de
desastre e resiliéncia, que sera implementado a partir da presente época chuvosa, em
parceria com o Banco Mundial.

De acordo com a vice-ministra da Economia e Finangas, Carla Louveira, o Seguro
Soberano contra os Desastres Naturais esta orcado em quatro milhées de ddlares.

Por sua vez, o representante do Banco Mundial, Raimound Blound, afirmou que esta
satisfeito com a aplicagao dos fundos alocados para a gestdo de risco de desastres em
Mogambique. Salientou ainda que, entretanto, ha medidas a serem tomadas para

fortalecer a prevencao.

Mocambique: Governo vai contratar seguradora

de riscos contra eventos extremos | e-Global
Trata-se de uma contratacéo inserida no dmbito do programa de
gestao de risco de desastre e resiliéncia, em parceria com o Banco
Mundial.
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Carlyle Partners

Carlyle Partners is an insurance advisory brokerage specialized in Health, Life and Pensions, licensed under the
Insurance Supervision Institute of Mozambique (ISSM).
E-mail: corporate@carlylepartners.lic

Carlyle Partners | Av. Marginal, 141C Rani Towers 6th

floor Website @

+258 84 255 2392
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